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Abstract of the contribution: this paper is to update subclause 5.15.5.2.2
Modification of the Set of Network Slice(s) for a UE.
1.
Discussion

The Allowed NSSAI is determined with considering UE’s desired slices(Requested NSSAI), UE subscription (Subscribed S-NSSAIs) and operator’s local policies, etc. The Allowed NSSAI is considered valid only within a given registration area. 
	[TS 23.501] 5.15.5.2.1
Registration to a Set of Network Slices

…
(B) When required as described above, the AMF needs to query the NSSF, and the following is performed:

-
The AMF queries the NSSF, with Requested NSSAI, the Subscribed S-NSSAIs, location information, and possibly access technology being used by the UE.-
Based on this information, local configuration, and other locally available information including RAN capabilities in the registration area, the NSSF does the following:

Editor's note:
Whether more information can be sent to the NSSF is FFS.
-
It selects the set of network slice instances to serve the UE.

-
It determines the target AMF Set to be used to serve the UE, or, based on configuration, the list of candidate AMF(s), possibly after querying the NRF.

-
It determines the Allowed NSSAI.

-
Additional processing to determine the Allowed NSSAI in roaming scenarios, as described in clause 5.15.6.
…
[TS 23.501] 5.15.4
UE NSSAI configuration and NSSAI storage aspects

…
Upon successful completion of a UE's Registration procedure, the UE may obtain from the AMF an Allowed NSSAI for this PLMN, which may include one or more S-NSSAIs. These S-NSSAIs are valid for the current Registration Area provided by the serving AMF the UE has registered with and can be used simultaneously by the UE (up to the maximum number of simultaneous Network Slices or PDU sessions).

…


Therefore, if the UE enters a new Registration Area, the Allowed NSSAI which was determined previously is no longer valid and a new Allowed NSSAI needs to be determined. In order to determine new Allowed NSSAI, the AMF needs information about the Requested NSSAI and subscribed S-NSSAIs. While the Subscribed S-NSSAIs can be obtained from the old AMF as UE context or possibly can be obtained from UDM, it is not clear where the AMF can get the Requested NSSAI.
Observation: The Allowed NSSAI is determined with considering Requested NSSAI, Subscribed S-NSSAIs and operator’s local policies, etc. If the UE enters a new Registration Area, the new AMF needs to get Requested NSSAI to determine a new Allowed NSSAI in the Registration Area.
There are two alternatives. The first alternative is that the UE includes a Requested NSSAI in Registration Request whenever it enters a new Registration Area. It might be redundant information if the Requested NSSAI is same as the previous one. The second alternative is to get the Requested NSSAI from the old AMF as UE context. Therefore, we propose that the UE includes a new Requested NSSAI only if a set of S-NSSAIs the UE is willing to use is changed. If the UE includes Requested NSSAI in Registration Request, then the Requested NSSAI in Registration Request takes precedence over the Requested NSSAI in UE context and the AMF uses the Requested NSSAI from the UE to determine the Allowed NSSAI. If Requested NSSAI is not included in Registration Request but the UE context obtained from the old AMF contains the Requested NSSAI, then the AMF uses the Requested NSSAI from the old AMF to determine the Allowed NSSAI. 
Proposal: It is proposed that the UE includes a new Requested NSSAI only if a set of S-NSSAIs the UE is willing to use is changed. The Requested NSSAI in Registration Request takes precedence over the Requested NSSAI in UE context. If Requested NSSAI is included in Registration Request, then the AMF uses the Requested NSSAI from the UE to determine the Allowed NSSAI. If Requested NSSAI is not included in Registration Request but the UE context obtained from the old AMF contains the Requested NSSAI, then the AMF uses the Requested NSSAI from the old AMF to determine the Allowed NSSAI.
Corresponding procedure update is proposed in S2-175771.
2.
Text Proposal
The following changes are proposed to be applied to TS 23.501.
*** 1st change ***

5.15.5.2.2
Modification of the Set of Network Slice(s) for a UE

The set of Network Slices for a UE can be changed at any time while the UE is registered with a network, and may be initiated by the network, or the UE under certain conditions as described below. In this release it is assumed that the registration area allocated by the AMF to the UE shall have homogeneous support for network slices.
The network, based on local policies, subscription changes and/or UE mobility, may change the set of permitted Network Slice(s) to which the UE is registered. The network may perform such change during a Registration procedure or trigger a notification towards the UE of the change of the supported Network Slices using an RM procedure (which may trigger a Registration procedure). The new Allowed NSSAI is determined as described in clause 5.15.5.2.1, and the AMF provides the UE with the new Allowed NSSAI and Tracking Area list.

NOTE:
The details of the RM procedure used to notify the UE of a changes of the supported NSSAI are to be defined.

When the UE enters a new registration area due to mobility, the Allowed NSSAI which was assigned previously is no longer valid in the new registration area. The AMF determines a new Allowed NSSAI as described in clause 5.15.5.2.1. The Requested NSSAI in Registration Request takes precedence over the Requested NSSAI in UE context. If Requested NSSAI is included in Registration Request, then the AMF uses the Requested NSSAI from the UE to determine the Allowed NSSAI. If Requested NSSAI is not included in Registration Request but the UE context obtained from the old AMF contains the Requested NSSAI, then the AMF uses the Requested NSSAI from the old AMF to determine the Allowed NSSAI. The new Allowed NSSAI may include a different set of S-NSSAIs from the previous Allowed NSSAI, i.e., indicating that a S-NSSAI which was supported in the previous registration area is no longer available and/or a new S-NSSAI which was not supported in the previous registration area is available in the new registration area.
When a Network Slice instance used for a one or multiple PDU Sessions is no longer available, the 5GC initiates a network-triggered PDU session release procedure with an appropriate cause value for the impacted PDU session(s), as defined in TS 23.502 [3], clause 4.3.4. The PDU session(s) may be also implicitly released.
The UE uses UE Configuration (e.g. NSSP) to determine whether ongoing traffic can be routed over existing PDU sessions belonging to other Network Slices or establish new PDU session(s) associated with same/other Network Slice.

Editor's note:
The conditions under which the PDU Session(s) to the no longer available Network Slice instance are released via explicit signalling or released implicitly are FFS.
In order to change the set of S-NSSAIs being used, the UE shall initiate a Registration procedure as specified in clause 5.15.5.2.1.1.

Change of set of S-NSSAIs to which the UE is registered (whether UE or Network initiated) may lead to AMF change subject to operator policy, as described in clause 5.15.5.2.1.

Editor's note:
The condition under which the UE is able to request the change of the Network Slices, and what it is able to request, are FFS.

*** 2nd change ***
A.3.1.8.3
UE Route Selection Policies

The UE Route Selection Policy (URSP) includes a prioritized list of URSP rules, each one composed of the following components:

-
Traffic filter: Information that can be compared against data traffic and determine if the rule is applicable to this data traffic or not. It may include application identifiers and other information, if needed. The traffic that matches the traffic filter of a URSP rule is referred to as the "matching traffic" for this URSP rule.

-
Non-seamless offload: Indicates if the matching traffic is Prohibited, Preferred or Permitted (i.e. allowed but not preferred) to be offloaded to non-3GPP access outside of a PDU session. It may also indicate a specific non-3GPP access type (e.g. WLAN, SSID-x) on which the matching traffic is Prohibited, Preferred or Permitted.

-
Slice Info: This includes the S-NSSAI (see clause 5.15) required for the matching traffic. It may also include multiple S-NSSAIs in priority order if the matching traffic may be transferred over a PDU session supporting any of these S-NSSAIs. It is used to associate the matching traffic with one or more S-NSSAIs. The UE also uses this information to select an alternative or more preferable S-NSSAI to use for the matching traffic when a currently used S-NSSAI becomes unavailable or a new S-NSSAI becomes available.
-
Continuity Types: This includes the SSC Mode (see clause 5.6.9.2) required for the matching traffic. It may also include multiple SSC Modes in priority order if the matching traffic may be transferred over a PDU session supporting any of these SSC Modes. It is used to associate the matching traffic with one or more SSC modes.
-
DNNs: This includes the DNN required for the matching traffic. It may also include multiple DNNs in priority order if the matching traffic may be transferred over a PDU session to any of these DNNs. It is used to associate the matching traffic with one or more DNNs.
-
Access Type: If the UE needs to establish a PDU session for the matching traffic, this indicates the type of access (3GPP or non-3GPP) on which the PDU session should be established. It may also indicate a prioritized list of accesses on which the PDU session establishment should be attempted.

*** End of the change ***
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